Apa beda BPJS dengan Asuransi Swasta
Bedanya BPJS (Badan Penyelenggara Jaminan Sosial) dan asuransi swasta terletak pada 
· sifatnya 			(wajib vs sukarela), 
· pengelola 		(pemerintah vs swasta), 
· biaya premi 		(flat & terjangkau vs bervariasi & lebih mahal), 
· cakupan & fleksibilitas  (sistem rujukan & dasar vs luas & bebas pilih RS), 
· serta kenyamanan layanan (dasar vs premium/cepat). 

BPJS adalah asuransi sosial pemerintah yang universal, sementara asuransi swasta menawarkan pilihan lebih personal dengan manfaat dan fasilitas lebih beragam, seringkali di luar cakupan BPJS
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PRINSIP KERJA, KERANGKA KERJA  MANAJEMEN RISIKO dan K3
Prinsip-prinsip dalam manajemen risiko yang perlu diperhatikan antara lain:
a. Perumusan tujuan
b. Kesatuan arah
c. Pembagian kerja dan pendelegasian wewenang
d. Koordinasi
e. Pengawasan
Macam-macam Bentuk Risiko
a. Risiko sifat usaha
b. Risiko geografis
c. Risiko politik
d. Risiko ketidakpastian
e. Risiko persaingan

Hal ini dapat kita lihat pada salah satu contohnya yaitu perbankan, dimana seringkali terdapat risiko dan untuk mempelajarinya buku Strategi Manajemen Risiko Bank dibuat oleh Ikatan Bankir Indonesia
Langkah-langkah Manajemen Risiko
Langkah-langkah atau proses yang biasanya dilakukan dalam upaya menangani suatu risiko (risk management process) sangat tergantung pada konsep dasar yang dianut. Untuk membuat suatu perencanaan yang baik dalam menghindari risiko yang dihadapi perusahaan, maka beberapa Langkah yang harus ditempuh antara lain:
a. Identifikasi Risiko perusahaan
1). Kuesioner analisis risiko (risk analysis questionnaire)
2). Metode laporan keuangan
3). Metode peta aliran
4). Metode inspeksi langsung di tempat
5). Mengadakan interaksi dengan pihak luar
6). Catatan statistik dari kerugian masa lalu
7). Analisis lingkungan

b. Mengukur risiko
Metode untuk mengukur risiko ini antara lain:
1) Metode sensitivitas
Metode sensitivitas merupakan suatu cara pengukuran dampak pada eksposur dari akibat pergerakan variabel suatu risiko. Pengukuran dengan metode sensitivitas ini banyak digunakan karena metode ini paling mudah teknis perhitungannya dan hamper semua analis dan manajer perusahaan pernah melakukan metode sensitivitas terhadap rencana keputusan. Adapun variabel risiko yang dianalisis menggunakan metode sensitivitas antara lain: risiko suku bunga, risiko nilai tukar, risiko pasar, risiko kredit, dan risiko likuiditas.
2) Metode volatilitas
Metode volatilitas merupakan metode yang menunjukkan besaran kemungkinan hasil di sekitar ekspektasi hasil. Volatilitas yang sering digunakan adalah jangkauan (range) dan standar deviasi. Perhitungan standar deviasi dapat menggunakan dua jenis data yaitu data historis dan data hasil peramalan.
3) Risiko sisi bawah (downside risk)
Risiko dapat memberi dampak positif maupun negative. Risiko ini hanya mengukur potensi dampak buruk bila risiko menjadi kenyataan. Perlu diingat, terdapat kondisi di mana perusahaan bisa menghadapi risiko yang hanya berdampak positif, tetapi tidak hanya berdampak negatif.
c. Pengendalian risiko
Pengendalian risiko (risk control) dapat dilakukan melalui pengendalian risiko dan pembiayaan risiko. Pengendalian risiko dapat dijalankan dengan menghindari risiko
KERANGKA KERJA  MANAJEMEN RISIKO
Mengapa kerangka kerja ini penting dalam manajemen TI (Teknologi Informasi adalah penggunaan sistem komputer untuk mengelola dan memindahkan data menjadi informasi yang berguna) ?
1. Kerangka Kerja Manajemen Risiko (Risk Management Frameworks/RMF) menyediakan pendekatan terstruktur untuk mengidentifikasi, menilai, mengurangi, dan memantau risiko, sehingga memungkinkan organisasi untuk mengatasi ancaman keamanan siber, perubahan peraturan, dan kerentanan operasional secara efektif.
2. Kerangka acuan populer seperti NIST, ISO 31000, COBIT, FAIR, dan OCTAVE menawarkan strategi yang disesuaikan untuk berbagai industri, meningkatkan pengambilan keputusan, memastikan kepatuhan, dan meningkatkan ketahanan terhadap potensi ancaman.
3. Menerapkan RMF (Risk Management Framework) membantu organisasi membangun reputasi, mendorong inovasi, dan menjaga keberlangsungan bisnis dengan mengelola risiko secara proaktif dan mempersiapkan diri menghadapi ketidakpastian.
Lingkungan bisnis berubah setiap hari. Itulah mengapa menggunakan kerangka kerja manajemen risiko merupakan bagian penting dari setiap organisasi. Hal ini membantu mengelola berbagai jenis ancaman yang Anda hadapi setiap hari.
Organisasi dengan RMF (Responsiveness and Management Framework) yang kuat lebih siap untuk berkembang dan beradaptasi di dunia yang tidak dapat diprediksi ini, sehingga memastikan keberhasilan dan ketahanan mereka yang berkelanjutan.
Kerangka kerja manajemen risiko dan menjelaskan pentingnya penggunaan kerangka kerja tersebut didalam organisasi seperti hal-hal berikut:
· Komponen-komponen utama RMF
· Kerangka kerja manajemen risiko terbaik yang diadopsi di seluruh dunia
· Manfaat mempekerjakan seseorang
Apa itu kerangka kerja manajemen risiko (RMF)?
Kerangka Kerja Manajemen Risiko (Risk Management Framework/RMF) menetapkan prinsip dan pedoman yang harus dipatuhi oleh suatu organisasi agar dapat mengelola risiko secara efektif. (Tanpa RMF, Anda tidak mengelola risiko secara efisien, atau bahkan tidak mengelola risiko sama sekali.)
Dalam perhitungan kerentanan, ancaman, dan risiko yang umum , kita dapat meringkas "risiko" sebagai potensi kerugian dan kerusakan ketika ancaman tertentu benar-benar terjadi. Komponen umum dari RMF meliputi identifikasi risiko, penilaian risiko, mitigasi risiko, dan pemantauan risiko. (Lebih lanjut tentang ini akan dibahas nanti.)
Kerangka kerja keamanan siber National Institute of Standards and Technology (NIST) di AS adalah RMF (Risk Management Framework) pertama yang dikembangkan untuk mengurangi risiko yang terkait dengan sistem informasi. Saat ini, RMF dimanfaatkan untuk mengelola risiko di seluruh operasi penting suatu organisasi, termasuk bisnis, keuangan, litigasi, kepatuhan, dan sistem informasi.
Risiko dapat memiliki keluaran dan dampak yang berbeda tergantung pada jenis risiko yang ingin di kelola. 
Pentingnya kerangka kerja manajemen risiko
Dalam lingkungan bisnis yang dinamis saat ini, organisasi menghadapi berbagai risiko, seperti:
· Risiko keamanan siber
· Perubahan peraturan
· Risiko yang terkait dengan perubahan kondisi ekonomi
Tentu saja, perusahaan harus mengambil risiko yang terukur — namun, terlalu banyak risiko dapat menghambat, terutama jika harus berurusan dengan kerusakan reputasi dan kerugian finansial.
Tidak ada organisasi yang dapat berkembang dalam jangka panjang tanpa mengelola semua risiko yang beragam secara efektif. Oleh karena itu, RMF (Risk Management Framework) merupakan bagian penting dari setiap organisasi untuk mengatasi risiko secara sistematis di berbagai departemen.

Fitur & komponen utama dalam RMF
[bookmark: _GoBack]Banyak Kerangka Kerja Manajemen Risiko (RMF) mengikuti strategi umum untuk mengelola risiko suatu organisasi. Komponen umum RMF meliputi identifikasi risiko, penilaian, mitigasi, pelaporan dan pemantauan, serta tata kelola. Mari kita lihat secara singkat masing-masing komponen tersebut.
Identifikasi risiko
Langkah pertama dari RMF (Responsiveness Management Framework) adalah mengidentifikasi potensi ancaman dan kerentanan . 
Penilaian risiko
Penilaian risiko , komponen kedua, mengukur tingkat keparahan ancaman 
Fitur & komponen utama dalam RMF
Komponen umum RMF meliputi identifikasi risiko, penilaian, mitigasi, pelaporan dan pemantauan, serta tata kelola. 
Identifikasi risiko
Langkah pertama dari RMF (Responsiveness Management Framework) adalah mengidentifikasi potensi ancaman dan kerentanan 
Penilaian risiko
metode kuantitatif dan kualitatif untuk memprioritaskan dampak tersebut sesuai dengan tingkat keparahannya.
Mitigasi risiko
Komponen mitigasi risiko mendefinisikan metode untuk menghilangkan atau mengurangi risiko yang teridentifikasi. Hal ini dapat mencakup:
· Menerapkan kontrol keamanan yang diperlukan .
· Meningkatkan langkah-langkah keamanan yang ada.
· Menerapkan praktik terbaik untuk membuat manajemen risiko lebih efektif.
Selain itu, sebagai hasil dari komponen ini, beberapa organisasi mungkin mengubah struktur pelaporan atau karyawan mereka secara keseluruhan untuk mitigasi risiko.
Pemantauan dan pelaporan risiko
Bagian ini mencakup pemantauan rutin terhadap risiko yang ada dan seberapa efektif strategi mitigasi risiko yang diterapkan
Tata kelola risiko
Tata kelola risiko memastikan bahwa karyawan mendapat informasi yang baik tentang dan mematuhi prosedur mitigasi risiko organisasi. 
Manfaat RMF yang efektif
Kerangka kerja manajemen risiko yang efektif memberikan manfaat yang sangat besar bagi organisasi dan akan membantu Anda mencapai hasil-hasil berikut:
· Persiapkan diri dengan baik untuk menghadapi potensi ancaman. Dengan mengidentifikasi potensi risiko terlebih dahulu, organisasi dapat menyiapkan rencana dan strategi darurat untuk mengurangi dampaknya.
· Tingkatkan reputasi organisasi Anda. Manajemen risiko proaktif membantu melindungi reputasi organisasi dengan mencegah dan meminimalkan insiden yang memengaruhi kliennya.
· Meningkatkan pengambilan keputusan. RMF mencakup komponen penilaian risiko untuk menilai risiko dan membuat keputusan yang tepat mengenai prioritasnya. Selain itu, RMF memungkinkan organisasi untuk menentukan strategi mitigasi risiko terbaik.
· Bangun ketahanan Anda secara keseluruhan. RMF memungkinkan organisasi untuk melanjutkan operasi bisnis jika terjadi risiko apa pun dengan menghadapinya dan pulih darinya lebih cepat.
· Capai kepatuhan. Banyak industri memiliki persyaratan peraturan yang ketat. Kerangka kerja manajemen risiko membantu dalam kepatuhan, mengurangi risiko konsekuensi hukum.
· Fokus pada inovasi. Ketika sebuah organisasi mengelola risiko secara efektif, organisasi tersebut dapat dengan percaya diri fokus pada inovasi.
[image: ]
ISO 31000
ISO 31000 dikembangkan oleh Organisasi Internasional untuk Standardisasi (ISO), yang menyediakan prinsip dan pedoman umum untuk manajemen risiko di berbagai organisasi. Kerangka kerja manajemen risiko global ini tidak spesifik untuk industri apa pun. Anda dapat menerapkannya ke berbagai organisasi dan sektor industri.
ISO 31000 mendorong pengintegrasian manajemen risiko ke dalam tata kelola dan prosedur pengambilan keputusan suatu organisasi. Standar ini akan memungkinkan organisasi dari berbagai ukuran dan sektor untuk mengadopsi kerangka kerja dan bahasa bersama dalam menangani risiko.
Sederhananya, ISO 31000 meningkatkan kualitas pengambilan keputusan dan membantu perusahaan mencapai tujuan strategis mereka sekaligus mengurangi potensi risiko dan ketidakpastian.
COBIT 2019
COBIT, singkatan dari Control Objectives for Information and Related Technology, adalah kerangka kerja yang dikembangkan oleh Information Systems Audit and Control Association (ISACA). Awalnya ditujukan untuk auditor keuangan. Versi COBIT saat ini — COBIT 2019 — membantu organisasi di semua tingkatan menjembatani kesenjangan antara:
· Masalah teknis
· Risiko bisnis
· Persyaratan kontrol
NIST SP 800-30
NIST CSF adalah singkatan dari National Institute of Standards and Technology Cybersecurity Framework. Kerangka kerja ini merupakan seperangkat pedoman, standar, dan praktik terbaik sukarela untuk membantu organisasi meningkatkan postur keamanan siber mereka
Kerangka Kerja Manajemen Risiko (RMF) NIST, terutama yang dijelaskan dalam NIST SP 800-37 dan NIST SP 800-30, adalah panduan komprehensif untuk mengelola risiko keamanan informasi dan privasi secara sistematis di seluruh siklus hidup sistem, melalui tujuh langkah utama: Persiapan (Prepare), Kategorisasi (Categorize), Seleksi (Select), Implementasi (Implement), Penilaian (Assess), Otorisasi (Authorize), dan Pemantauan (Monitor). 
Tujuannya adalah membantu organisasi (awalnya lembaga federal AS, kini diadopsi luas) mengidentifikasi, mengevaluasi, dan memitigasi risiko siber secara terstruktur untuk melindungi aset informas
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Harus ada  SOP  bgm perus itu utk melindungi ..utk mengurani cost  utk alat2    Bahaya risiko kerusakan alat dan bahaya   merupaka patokan   dan merupakan siklus perusahaan..
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Missal mekanis 
MISAL KETUSUK JARUM  MEKANIKNYA  MENGGUNAKAN LISTRIK  BS TERSENGAT LISTRIK…INI DIIDENTIFIKASIKAN
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BAHAYA LATEN  TDK NAMPAK  SULIT DIRASAKAN,  UAP  UAP  BERACUN…MISL ADA ASEP..TP TDK TERLIHAT MISAL SPT BAU BELERANG…   PADAHAL  ITU BAHAYA… SPT WEEDUS GEMBEL  BAHAYA LATEN…   GANGGUAN BS   SYARAF DI TUBUH KITA…   BAHAYA BERKEMBANG  MISAL   BAHAN KARET PADA REM  SUARA BISING MEYEBABKAN TULI     KULIT  TUBUH YG LAMA LAMA MERUSAK KULIT MANISIA …GANGGUAN  KULIT GATAL2      ITU TDK TTAU BAHAYA    TERJADI DI PABRIK KAYU LAPIS  RATA2  YG SENSITIF KULITNYA  MENGALAMI GANGGUAN KULITNYA SPT  TERKELUPAAS  SPT  ORANG YG KENA ALBINO     INI  BAHAYA YG BERKEMBANG.
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FISIK   MENGENAI  PERBEEDAAN   DAERAH  
SOSIAL KARYAWAN SATU DG LAIN LAIN SALING IRI IRIAN  MISAL FITANH… BAHAYA BAGI KESEHATAN MEMTAL
EKONOMI    TIDAK SESUAI DENGAN Bahaya ekonomi - Berkaitan dengan kondisi finansial dan sistem kerja, Dampaknya Upah tidak layak, Jam kerja berlebihan, Target kerja tidak realistis

MISAL  TENDER  ALAT  10 M  TERNYATA  5 M
PERSONIL   KEBUGARAN MENJADI MENURUN  BAHAYA YG SALING BERKESIANAMBUNGAN  BKN HANYA HAZAR TO SDJ INSIDEN
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Framework ini menuntun organisasi untuk melakukan
identifikasi, analisis, serta pengukuran risiko terhadap
sistem informasi dan data sensitif secara rinci.

lJika ketiganya dipadukan, organisasi dapat
memperoleh pendekatan manajemen risiko yang
menyeluruh dan berlapis.
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Integrasinya Dapat Dilakukan Dengan Cara:

Menggunakan Iso 31000 Sebagai Kerangka Utama
Untuk Merancang Kebijakan Dan Proses Manajemen
Risiko Secara Keseluruhan

Menerapkan Cobit Risk It Untuk Memastikan Tata

Kelola, Struktur Tanggung Jawab, Dan Peran Risiko Ti
Selaras Dengan Strategi Bisnis.

Mengadopsi Nist Sp 800-30 Untuk Melakukan
Penilaian Teknis Mendalam Terhadap Keamanan
Informasi Dan Infrastruktur Digital.
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Manajemen Risiko dan Internal Audit

O Dua fungsi esensial yang memiliki keterkaitan erat pada
kegiatan manajemen risiko adalah fungsi manajemen
risiko dan internal audit. Kedua fungsi ini memiliki peran
dalam menjamin efektivitas penerapan manajemen
risiko organisasi.

O Perbedaan fundamental dari kedua fungsi tersebut
terletak pada delegasi tanggung jowab. Fungsi
manajemen risiko bertugas untuk mengarahkan
praktik enterprise risk management pada organisasi,
terutama untuk menghadapi risiko-risiko utama yang
dapat mengganggu pencapaian sasaran organisasi. Di sisi
lain, fungsi internal audit bertugas untuk memonitor,
memantau, dan menilai efektivitas pengendalian
internal dan manajemen risiko.
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KERANGKA KERJA MANAJEMENRISIKO CO30 ERM

Dalam kerangka mancjemen  risikonya, COSO ERM

menuntut perusahaan untuk dapat menentukan terlebih

dahulu sesaran perusahaannya, yang terdiri dari empat

kategori yaitu:

* Strategis: sasaran yang mendukung dan selaras dengan
misi perusahaan.

* Operasi: efektivitas dan efisiensi dari penggunaan sumber
daya perusahaan.

* Pelaporan: keterpercayaan dari pelaporan.

* Pemenuhan: pemenuhan terhadap hukum dan regulasi
yang berlaku.
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KOMPONEN MANAJEMEN RISIKO CO30 ERM

¥ Lingkungan internal

¥ Penetapan sasaran

¥ Identifikasi kejadian

¥ Penilaian risiko

¥ Perlakuan risiko

¥ Aktivitas pengendalion

¥ Informasi dan komunikasi

¥ Pemantauan
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Pembagian Peran dan Tanggung Jawab Menurut CO30 ERM

» Board of Directors (BoD) memiliki tanggung jawab penting dalam
melakukan pemantauan terhadap penerapan manajemen risiko, dengan
turut memperhitungkan risk appetite dari entitas;

» Chief Executive Officer (CEO) memiliki tanggung jawab untuk memastikan
berjalannya ERM yang efektif pada keseluruhan perusahaan;

» Manajer memiliki tanggung jawab dalam mendukung penerapan prinsip
ERM perusahaan, memastikan pemenuhan ERM dengan risk appetite, dan
mengelola risiko di ranah kewenangannya agar konsisten dengan risk
tolerance yang dimilikinya,

» Risk officer, financial officer, dan internal audit memiliki peran kunci dalam
mendukung efektivitas penerapan manajemen risiko perusahaan;

» Petugas operasional (atau biasa disebut risk coordinator) bertanggung
Jjawab dalam menerapkan manajemen risiko perusahaan sejalan dengan
prosedur dan kebijakan manajemen risiko perusahaan;
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IDENTIFIKASI DAN
PENILAIAN RISIKO
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Apa itu ldentifikasi Bahaya dan Penilaian Risike 22

Merupakan suatu program kerja yang didalamnya terdapat proses
mengenali bahaya pada suatu pekerjaan, membuat identifikasi bahaya
dan nilai dari risiko bahaya tersebut kemudian melakukan
pengendalian terhadap risiko bahaya yang telah teridentifikasi.

Apa Tujuan Dilakukan Identifikasi Bahaya dan Penilaian
Risiko 22

* Memantau risiko-risiko bahaya yang jarang diketahui atau beberapa
risiko bahaya yang tidak dihiraukan dalam pekerjaan, padahal
beresiko kecelakaan atau pada kesehatan.

* Menentukan cara laksana kedali bahaya dan mengurangi risiko
kecelakaan.

* Acuan dalam menentukan APD (Alat Pelindung Diri) dan dasar
pengajuan ke Manajemen.

* Tujuan akhir dari program ini adalah menurunkan angka
kecelakaan kerja dan meningkatkan produktifitas.
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Bagaimana Metode untuk melakukan Identifikasi
Bahaya dan Penilaian Risiko 72

1. Tentukan pekerjaan yang akan diperiksa potensi
bahayanya.

Pecahkan pekerjaan menjadi langkah-langkah kerja
Tentukan tahap kerja kritis

Kenali sumber bahaya

Pengendalian

Pencatatan

Komunikasikan

® N o w s w N

Tinjau Ulang
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Dari langkah-langkah tersebut sudah bisa dilaksanakan sebuah program dan
dapat dibentuk tim antara lain :
1. Atasan dari pelaksana pekerjaan

2. Perwakilan pekerja yang melakukan pekerjaan
3. Ahli K3 Perusahaan.
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Dari langkah-langkah tersebut sudah bisa dilaksanakan sebuah program dan
dapat dibentuk tim antara lain :

1. Atasan dari pelaksana pekerjaan

2. Perwakilan pekerja yang melakukan pekerjaan

3. Ahli K3 Perusahaan.
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PT PLN (PERSERO) SEKTOR PEMBANGKITAN BELAWAN

No. formulir__| FRM/OPRIK3L/001
FORMULIR No. Revisi 01
IDENTIFIKASI BAHAYA & PENGENDALIAN RISIKO Tgl. Terbit 11 Juli 2017

PLN Halaman | dari 1

Formulir Identifikasi Bahaya dan Penilaian Risiko

Pelaksana : | Departemen : | Lokasi/Pekerjaan : Tgl penilaian :

PenilaianRisiko ergondatam o RestkoSisa
. engendalian Resiko
Keglatan Bahaya | R Akibat | Peluang | Tingkat Saatini Akibat | Peluang Program K3
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Aidbat

Penjelasan

Aidbat

Peliang | 1 3 [ 2
B | [E |E treme Rk = hAmpir past akan teriad/almee cerain 1 = li0ak ada cedera, kerugian mater kecl
B M | | |E H = High Risk B = cenderung untuk teriadilikely cecera ringan/P3K, kerugian materi sedang
C L v Tn Te M = Moderate Risk | C = munakin dapat teriadi 3 = hilang hari keria, kerugian cukup besar
D [ I YR L= Low Risk. D = kecil kemungkinan terjadi/unlikely 4 = cacat, kerugian materi besar
€ T I T ] € = jarang teradi/rare 5 = kematian, kerugian materi sangat besar
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Risiko (R) »

Merupakan suatu nilai yang ditetapkan untuk menentukan suatu
tingkatan dampak/akibat berdasarkan keparahan yang disebabkan
oleh kecelakaan kerja, seperti pada contoh tabel berikut ini:

Tidak ada cedera, kerugian biaya rendah,
kerusakan peralatan ringan.

Cedera ringan (hanya membutuhkan P3K),

Level-1 (Sangat Ringan)

peve2 (tnoan) peralatan rusak ringan.

Menyebabkan cidera yang memerlukan perawatan
RS S(Secing) medis ke rumah sakit, peralatan rusak sedang.
Level-4 (Berat) Menyebabkan cidera yang menyebabkan cacatnya

angota tubuh permanen, peralatan rusak berat.

Menyebabkan kematian 1 orang atau lebih,
Level-5 (Fatal) kerusakan berat pada mesin  sehingga

mengganggu proses produksi.
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Peluang (P) «
Merupakan suatu nilai yang ditetapkan sebagai untuk menentukan

tingkat keseringan terhadap kejadian kecelakaan.
Level-1 (Sangat Jarang)  Hampir tidak pemah terjadi
Level-2 (Jarang) Frekuensi kejadian jarang terjadi waktu tahunan
Level-3 (Mungkin terjadi) Frekuensi kejadian sedang dalam waktu bulanan
Level-4 (Sering) Hampir 100 % terjadi kejadian tersebut.

Level-s (Pasti terjadi) 100 % kejadian pasti terjadi.
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Tingkat Bahaya :
Merupakan hasil perkalian dari Risiko (R) dan Peluang (P) sehingga dapat
ditetapkan sebagai tingkat bahaya dari suatu pekerjaan yang dilakukan.

Tinokot Bohaya = R x P

Tingkat Bahaya score Keterangan

Rendah 14 | Mo

Tinoo 12-25 | Pemantauan ntens# & Pengendskan
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PRINSIP-PRINSIP
PENGUKURAN RISIKO
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Apa itu Pengukuran Risike??

Pengukuran risiko adalah usaha untuk mengetahui
besar atau kecilnya risiko yang akan terjadi. Hal ini
dilakukan untuk melihat tinggi rendahnya risiko
yang dihadapi perusahaan, kemudian bisa melihat
dampak dari risiko terhadap kinerja perusahaan
sekaligus bisa melakukan prioritisasi risiko, risiko
mana yang relevan.
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Teknik Pengukuran Risike

* Pengukuran Risiko Dengan Distribusi Probabilitas
(Kemungkinan)

National Risiko

= Sensitivitas Risiko

Volatilitas Risiko

Pendekatan VaR (value at Risk )

Matriks Frekuensi dan Signifikansi Risiko

Analisis Skenario
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Contoh Tipe Resiko Dan Teknik Pengukurannya:

Tipe Risiko Defini Teknik Pengubkuran
Harga pasar bergerak kea rah Value atRisk (VAR), stresstesti
yang tidak menguntungkan
(merugikan)

Counterparty tidak bisa Credit rating, creditmetrics
membayar kewajibannya (gagal

bayar) ke perusahaan

Tingkat bunga berubah yang Metode pengukuran jangka
mengakibatkan kerugian pada waktu, durasi

portopolio perusahaan

Kerugian yang terjadi melalui Matriks frekuensi dan signifikan
operasi perusahaan (misal system  kerugian, VAR Operasional
yang gagal, serangan teroris)

Manusia mengalami kematian dini Probabilitas kematiandengan
(lebih cepat dari usia kematian table mortalitas
wajar)

Manusia terkena penyakit tertentu Probabilitas terkena penyakit
dengan menggunakan table
morbiditas

Perubahan teknologi mempunyai  Analisis skenario
konsekuensi negative terhadap
perusahaan L
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PENGENDALIAN
RISIKO
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Pengendalian dan Pengawasan

Q Pengendalian merupakan salah satu bagian dari manajemen.
Pengendalian dilakukan dengan tujuan supaya apa yang telah
direncanakan dapat dilaksanakan dengan baik sehingga dapat
mencapai target maupun tujuan yang ingin dicapai

O Pengendalian memang merupakan salah satu tugas dari manager,
pengendalian dan pengawasan adalah berbeda

O Pengawasan merupakan  bagian dari  pengendalian.  Bila
pengenddalian dilakukan dengan disertai penelurusan (tindakan
korektif), maka pengawasan adalah pemeriksaan di lapangan yang
dilakukan pada periode tertentu secara berulang kali

Q Pengendalian bahaya di tempat kerja adalah proses yang dilakukan
oleh instansi atau perusahaan dalam mencapai tujuan agar para
pekerja di instansi atau perusahaan dapat menghindari risiko
aktivitas yang dapat berpotensi menimbulkan cedera dan penyakit
akibat kerja sebagai tujuan awal dari suatu perusahaan
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Pengendalian Bahaya Di Tempat Kerja

O Pengertion bahaya (hazard) ialah semua sumber,
situasi ataupun aktivitas yang berpotensi
menimbulkan cedera (kecelakaan kerja) dan atau
penyakit akibat kerja (PAK) - definisi berdasarkon
OHSAS 18001:2007

O Secara umum terdapat 5 (lima) faktor bahaya K3 di
tempat kerja, antara lain :
1. Faktor Bahaya Biologi(s)
2. Faktor Bahaya Kimia
3. Faktor Bahaya Fisik/Mekanik
4. Faktor Bahaya Biomekanik
5. Faktor Bahaya Sosial-Psikologis




image26.png
HIRARKI PENGENDALIAN RISIKO

Paling

Menghilangkan sumber bahaya

Efektif
I SUBSTITUS| ke

Rekayasa pada alat, mesin infrastruktur, lingkungan atau
bangunan : Pemasanagan alat pelindung mesin, Pemasangan
ventilasi, Pemasangan sensor otomatis

Pembuatan prosedur / aturan. Pemasangan rambu keselamtan,
Pelatihan personel, Pergantian shift kerja

Safety helmet, Safety Shoes, Ear Plug, Masker, Safety Goggles dil

Paling Tidak
Efektif
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Eliminasi

Substitusi

Perancangan

Administrasi

Eliminasi Sumber Bahaya

Tempat
Substitusi Alat/Mesin/Bahan  Kerja/Pekerjaan
Aman

Modifikasi/Perancangan Mengurangi

Alat/Mesin/Tempat Kerja Bahaya
yang Lebih Aman

Prosedur, Aturan, Pelatihan,

Durasi Kerja, Tanda Tenaga
Bahaya, Rambu, Kerja Aman
Poster, Label Mengurangi
Alat Perlindungan Diri Paparan
Tenaga Kerja
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RISIKO KESEHATAN,
KECELAKAAN
KENDARAAN DAN
KECELAKAAN KERJA
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Apa Yang Dimaksud Dengan K3?

Kesehatan dan Keselamatan Kerja atau disingkat K3 adalah
instrumen yang melindungi pekerja, perusahaan, masyarakat dan

lingkungan dari hal-hal merugikan yang dapat ditimbulkan oleh
aktivitas pekerjaan.

Keselamatan Kerja

* Keselamatan kerja merupakan upaya yang dilakukan oleh
perusahaan untuk mencegah karyawan dari bahaya atau risiko
kecelakaan yang mungkin terjadi ketika bekerja.

* Keselamatan kerja berkaitan dengan lokasi kerja, mesin atau alat
berat, bahan, proses, dan hal-hal yang berkaitan dengan
lingkungan kerja karyawan yang dapat  mengancam
keselamatannya.
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Keschatan Kerja

* Kesehatan kerja adalah hal-hal yang berkaitan dengan psikis atau
psikologi karyawan. Kesehatan fisik merupakan hal yang sangat
penting, karena tubuh yang sehat para karyawan dapat bekerja
dengan baik. Begitu pula dengan kesehatan mental yang akan
membuat karyawan bekerja secara optimal.

* Perusahaan bisa mengadakan aktivitas-aktivitas yang  bisa
meningkatkan  stamina tubuh para karyawan. Misalnya
perusahaan bisa mengadakan program olahraga bersama atau
senam pada pagi hari.

Dapat disimpulkan Kesehatan dan Keselamatan Kerja (K3) adalah
upaya yang dilakukan oleh perusahaan demi melindungi karyawan
yang sedang bekerja dan menjaga kesehatan karyawan dengan baik.
Hal tersebut dilakukan karena karyawan merupakan aset berharga
bagi perusahaan.
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Mengapa Kesehatan Dan Ketelamatan Kerja (K3)
Penting?

Program Kesehatan dan Keselamatan Kerja (K3) sebenarnya sudah
diatur dalam Undang-Undang Nomor 13 Tahun 2003 karena sangat
penting bagi para pekerja, terutama buruh karena perlindungan dan
kesehatan di tempat kerja merupakan hak mendasar setiap pekerja.

Pentingnya kesehatan dan keselamatan kerja bagi perusahaan
diantaranya yaitu :

* Pemenuhan Terhadap Kriteria (Compliance)

* Tanggung Jawab Sosial Perusahaan (Corporate social
responsibility)

*  Melindungi Asset

* Meningkatkan Produktifitas

* Menjadi Perusahaan yang Memanusiakan  Pekerjanya
(Humanized company)
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KESELAMATAN SISTEM KERJA
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Alat Pelindung Diri

APD (Alat Pelindung Diri) atau personal protective equipment
merupakan alat atau perlengkapan yang wajib digunakan untuk
melindungi dan menjaga keselamatan pekerja pada saat melakukan
aktivitas pekerjaan yang mempunyai potensi bahaya atau risiko
kecelakaan kerja. Alat-alat APD yang digunakan harus sesuai
dengan standar potensi bahaya dan risiko pekerjaannya. Sehingga
efektif digunakan untuk melindungi pekerja sebagai penggunanya.

Untuk alat pelindung diri terbagi menjadi 3 kelompok,yaitu:

* Alat Pelindung Kepala: Helmet, Safety Glass, Masker,
Respirator, Ear Plugs.

* Alat Pelindung Badan: Jas Laboratorium, Apron

* Alat Pelindung Anggota Badan: Sepatu safety, Sarung tangan.
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5 LANGKAH KEGIATAN MANAJEMEN RESIKO K3

. Mengidentifikasi Bahaya,

SEBELUM PROYEK

. Menilai & Memprioritaskan Risiko, DILAKSANAKAN

(IBPPR / HIRADC)

. Menetapkan Pengendalian Risiko,

. Menerapkan Pengendalian Risiko,
. Memantau dan Meninjau Ulang }— SELAMA PROYEK

R DILAKSANAKAN
Pengendalian Risiko

HIRADC : Identifikasi Bahaya, Penilaian dan Pengendalian Risiko /
(Hazard Identifikation Risk Assessment and Determining Control)
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MENENTUKAN KONTEKS

Tujuan

Untuk mengidentifikasi dan mengungkapkan target organisasi
dimana tujuan yahg ingin dicapai, stakeholders yang
berkepentingan, dan keberagaman kriteria risiko, dimana hal-

hal ini akan membantu mgngungkapkan dan menilai sifat dan
kompleksitas dari risiko.
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. KOMITMEN

+ Manajemen terlibat dalam pengambilan keputusan
« Terkait dengan kebijakan perusahaan
« Terkait dengan sumber daya

PERSIAPAN
« Ruang ruang lingkup kegiatan
« Personil yang terlibat
« standar yang digunakan

« Mekanisme pelaporan, pemantauan dan review
« Dokumentasi yang terkait

3!

IDENTIFIKAS| BAHAYA

Apakah ada sumber bahaya?
Siapa yang terpapar?
Bagaimana kecelakaan yang terjadi?
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MANFAAT IDENTIFIKASI BAHAYA K3

* Mengurangi peluang kecelakaan

* Memberikan pemahaman potensi bahaya k3

* Landasan untuk menentukan penanganan dan
pencegahan yang tepat

* Memberikan informasi yang terdokumentasi
mengenai sumber bahaya dalam perusahaan
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CARA MENGIDENTIFIKASI BAHAYA K3

* Tentukan pekerjaan yang akan diidentifikasi

¢ Urutkan langkah kerja

« Tentukan jenis bahaya apa saja yang terkandung pada setiap
tahapan tersebut

« Tentukan dampak/kerugian yang dapat ditimbulkan dari
potensi bahaya tersebut

* Catat semua keterangan yang diperoleh
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4 KATEGORI BAHAYA

c.

d.

°

Bahaya nyata, yaitu bahaya yang jelas kelihatan dan dapat dirasakan, seperti mesin-
mesin peralatan yang tidak diberi pelindung, kerusakan bangunan, peralatan listrik yang
cacat, rem kendaraan yang tidak pakem dsb.

Bahaya tersembunyi (latent), yaitu bahaya yang tidak tampak dan sulit dirasakan, seperti
instalasi listrik, uap beracun, atau suara berfrekuensi tinggi.

Bahaya yang berkembang, yaitu bahaya yang tidak segera dikenali dan akan berkembang
sepanjang waktu, misalnya pemakaian ban karet pada mobil-crane, kabel baja yang
kawatnya mulai putus-putus, suara bising yang menyebakan tuli, kulit tubuh terkena
larutan kimia yang bisa menyebabkan sakit kulit dsb.

Bahaya sementara, yaitu bahaya yang kadang-kadang muncul, misalnya ketika beban
mesin terlalu berat (overload), listrik atau mesin yang kadang-kadang mati.
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SUMBER BAHAYA e

* LINGKUNGAN (Alam, Fisik, Sosial, Ekonomi dsb)

* PROSES (FS, DED, Tender, Konstruksi, Operasi,
Pemeliharaan, Renovasi, Pembongkaran)

* ALAT (Alat Konstruksi, Perkakas, mesin kerja dIl)
« MATERIAL (B3)
* PERSONIL (Kompetensi, kedisiplinan, kebugaran dsb)




