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SISTEM PENGENDALIAN INTERNAL PEMERINTAHAN



A. Pendahuluan
Sistem pengendalian intern adalah proses yang integral pada tindakan dan kegiatan yang dilakukan secara terus menerus oleh pimpinan dan seluruh pegawai untuk memberikan keyakinan memadai atas tercapainya tujuan organisasi melalui kegiatan yang efektif dan efisien, keandalan pelaporan keuangan, pengamanan aset negara, dan ketaatan terhadap peraturan perundang-undangan. Sistem Pengendalian Internal Pemerintah (SPIP) merupakan bagian integral dari sistem akuntansi pemerintahan. Instansi pemerintah harus membangun dan memiliki Sistem Pengendalian Internal yang baik. Seringkali terjadinya berbagai kasus korupsi, penyelewengan keuangan negara, pemberosan anggaran, inefisiensi organisasi, dan kualitas laporan keuangan pemerintah yang buruk salah satu penyebab utamanya adalah lemahnya sistem pengendalian internal organisasi yang semakin besar dan kompleks serta perkembangan pesat teknologi informasi yang pada satu sisi memberikan keuntungan tetapi pada sisi vang lain juga meningkatkan risiko pengendalian dan keamanan sehingga mutlak diperlukan sistem pengendalian yang andal


B. Tujuan sistem pengendalian internal pemerintahan
Tujuan dibangunnya sistem pengendalian internal adalah untuk:
1. Melindungi aset negara baik aset fisik maupun data.
2. Memelihara catatan dan dokumen secara rinci dan akurat.
3. Menghasilkan informasi keuangan yang akurat, relevan, dan andal.
4. Memberikan jaminan yang memadai bahwa laporan keuangan pemerintah telah disusun sesuai dengan standar akuntansi yang berlaku (Standar Akuntansi Pemerintah/SAP).
5. Meningkatkan efisiensi dan efektivitas operasi organisasi menjamin ditaatinya kebijakan manajemen dan peraturan perundang-undangan yang berlaku.

Sistem pengendalian internal merupakan suatu proses pengendalian yang melekat pada tindakan dan kegiatan pimpinan organisasi beserta seluruh karyawan yang dilakukan bukan hanya bersifat insidental dan responsif atas kasus tertentu saja tetapi bersifat terus-menerus. Sistem pengendalian internal memberikan jaminan yang memadai, bukan jaminan absolut, karena sangat sulit dan mahal untuk membangun sistem yang sempurna di samping itu, sistem pengendalian internal itu sendiri masih mangandung kelemahan dan keterbatasan sehingga masih memungkinkan untuk diterobos, dilanggar, dan dilakukan kesalahan. Sistem pengendalian bukanlah sesuatu yang final, tetapi harus selalu diriview, dievaluasi, diuji, dikembangkan dan diperbaiki

Sistem pengendalian internal memiliki tiga fungsi utama, yaitu:
1. Pengendalian Preventif
Pengendalian preventif merupakan pengendalian yang bersifat pencegahan sebelum suatu masalah dan ancaman terjadi. Pengendalian preventif dapat dilakukan melalui perbaikan dan penguatan sistem dan prosedur melalui fraud control plan. Merekrut karyawan yang berkualitas dan bermoral tinggi, pemisahan tugas, pembuatan SOP (Standard Operating Procedures), pembatasan akses atas aset, fasilitas, dan data merupakan bentuk-bentuk pengendalian preventif. Karena tidak semua permasalahan pengendalian dapat dicegah maka diperlukan pengendalian detektif dan korektif.
2. Pengendalian Detektif
Adalah pengendalian untuk menemukan masalah segera setelah terjadi. Pengendalian detektif dapat dilakukan misalnya melalui pengecekan ada tindaknya kesalahan perhitungan, rekonsiliasi bank, pemasangan CCTV, dan alarm.
3. Pengendalian korektif 
Digunakan untuk memperbaiki masalah pengendalian yang sudah terlanjur terjadi. Termasuk dalam bentuk pengendalian korektif misalnya pembuatan back-up file dan kopi dokumen.

Selain ketiga bentuk pengendalian tersebut, masih terdapat pengendalian yang lain pengendalian pre-emtive dan pengendalian represif. Pengendalian preventif merupakan pengendalian yang sifatnya edukatif, antisipasi dan pencegahan seperti halnya pengendalian preventif pengendalian pre-emtive, misalnya berupa pemberian sosialisasi program anti korupsi, pendidikan anti korupsi di sekolah dan perguruan tinggi. Sedangkan pengendalian represif hampir sama dengan pengendalian detektif dilakukan melalui audit investigasi, inspeksi mendadak, dan penyidikan. Pengendalian represif pada dasarnya juga dapat untuk memperkuat pengendalian preventif.


C. Elemen Sisitem Pengendalian Pemerintah
Pada  tahun 2008 pemerintah mengeluarkan Peraturan Pemerintah No. 60 Tahun 2008 tentang Sistem Pengendalian Internal Pemerintahan. Elemen Sistem Pengendalian intern sebagaimana diatur dalam PP No. 60 Tahun 2008 terdiri atas lima unsur, yaitu:
1. Lingkungan Pengendalian
Lingkungan pengendalian merupakan elemen terpenting yang melandasi unsur unsur lainnya dalam sistem pengendalian Lingkungan pengendalian berkaitan dengan orang, moralitas, integritas, kejujuran, dan kompetensi. Sebaik apapun sistem pengendalian yang dibangun jika orang-orang yang melaksanakan pengendalian tersebut tidak baik maka akan rusak sistem yang dibangun. Sebaliknya meskipun sistemnya belum sempurna tetapi jika dijalankan oleh orang-orang yang baik maka akan mampu membawa kebaikan. Karena organisasi tidak dapat menjamin bahwa semua orang baik atau orang yang baik akan selalu baik, maka diperlukan unsur pengendalian lainnya.
Pada prinsipnya pengendalian merupakan tone from the top, sehingga komitmen, peran, dan keteladanan dari pimpinan sangat penting. Oleh karena itu, pimpinan instansi pemerintah dan seluruh pegawai harus menciptakan dan memelihara lingkungan dalam keseluruhan organisasi yang menimbulkan perilaku positif dan mendukung terhadap pengendalian intern dan manajemen yang sehat melalui:
a. Penegakan integritas dan nilai etika.
b. Komitmen terhadap kompetensi.
c. Kepemimpinan yang kondusif.
d. Pembentukan struktur organisasi yang sesuai dengan kebutuhan.
e. Pendelegasian wewenang dan tanggung jawab yang tepat.
f. Penyusunan dan penerapan kebijakan yang sehat tentang pembinaan sumber daya manusia.
g. Perwujudan peran aparat bengawasan intern pemerintah yang efektif, dan hubungan kerja yang baik dengan Instansi Pemerintah terkait.
2. Penilaian Risiko
Risiko harus dianalisis dan dievaluasi terkait dengan kemungkinan terdapat resiko dan dampaknya terhadap organisasi. Penilaiaan risiko digunakan sebagai dasar untuk mengelola risiko, penilaian resiko menggunakan metode penilaian baik kuantitatif atau kualitatif. Penilaian risiko juga meliputi risiko melekat atau bawaan maupun risiko residual.
Setelah dilakukan identifikasi risiko secara cermat dan tepat, manajemen harus memberikan respon atas risiko yang diidentifikasi. Respon risiko dapat dilakukan dengan cara lain:
a. Menghindari
b. Mengurangi
c. Berbagi (sharing)
d. Menerima 
3. Kegiatan Pengendalian
Kegiatan pengendalian membantu memastikan bahwa arahan pimpinan instansi pemerintah dilaksanakan. Kegiatan pengendalian harus efisien dan efektif dalam pencapaian tujuan  organisasi. Kegiatan pengendalian antara lain meliputi:
a. Review atas kinerja instansi pemerintah yang bersangkutan,
b. Pembinaan sumber daya manusia,
c. Pengendalian atas pengelolaan sistem informasi,
d. Pengendalian fisik atas aset,
e. Penetapan dan review atas indikator dan ukuran kinerja pemisahan fungsi.
f. Otorisasi atas transaksi dan kejadian yang penting,
g. Pencatatan yang akurat dan tepat waktu atas transaksi dan kejadian,
h. Pembatasan akses atas sumber daya dan pencatatannya,
i. Akuntabilitas terhadap sumber daya dan pencatatannya, dan
j. Dokumentasi yang baik atas Sistem Pengendalian Intern serta transaksi kejadian penting




Kegiatan pengendalian terdiri atas dua bentuk, yaitu pengendalian umum dan pengendalian aplikası.
a. Pengendalian umum terdiri atas:
1) Pengamanan sistem informasi,
2) Pengendalian atas akses,
3) Pengendalian atas pengembangan dan perubahan perangkat lunak aplikasi,
4) Pengendalian atas perangkat lunak sistem,
5) Pemisahan tugas, dan
6) Kontinuitas pelayanan.
b. Pengendalian aplikasi terdiri atas:
1) Pengendalian otorisasi
2) Pengendalian kelengkapan
3) Pengendalian akurasi dan
4) Pengendalian terhadap keandalan pemrosesan dan file data.
4. Informasi dan Komunikasi
Informasi dan komunikasi pada dasarnya merupakan pendukung dari elemen sistem pengendalian internal lainnya. Inti dari Informasi dan Komunikasi adalah manajemen dan karyawan dapat memperoleh informasi dan dapat berkomunikasi dengan atasan atau rekan kerjanya yang memungkinkan mereka memahami tugas dan tanggungjawab pengendalian secara baik dalam rangka. Informasi dan Komunikasi juga digunakan untuk memastikan bahwa dalam organisasi terdapat alur informasi yang jelas dan mudah antara pimpinan dengan bawahan, dari bawahan ke atasan, atau antara karyawan. Informasi harus dicatat dan dilaporkan kepada pimpinan Instansi Pemerintah dan pihak lain yang ditentukan. Informasi disajikan dalam suatu bentuk dan sarana tertentu serta tepat waktu sehingga memungkinkan pimpinan Instansi Pemerintah melaksanakan pengendalian dan tanggung jawabnya.
5. Pemantauan (Monitoring)
Pemantauan harus dapat menilai kualitas kinerja dari waktu ke waktu dan memastikan bahwa rekomendasi hasil audit dan review lainnya dapat segera ditindaklanjuti. Pimpinan Instansi pemerintah wajib melakukan pemantauan Sistem Pengendalian Intern. Pemantauan Sistem Pengendalian Intern dilaksanakan melalui pemantauan berkelanjutan, evaluasi terpisah dan tindaklanjuti rekomendasi hasil audit dan review lainnya. Pemantauan berkelanjutan diselenggarakan melalui kegiatan pengelolaan rutin, supervisi, pembandingan, rekonsiliası tindakan lain yang terkait dalam pelaksanaan tugas. Evaluasi terpisah diselenggarakan melalui penilaian sendiri, review, dan pengujian efektivitas Sistem Pengendalian Intern. Evaluasi terpisah dapat dilakukan oleh aparat pengawasan intern pemerintah atau pihak eksternal pemerintah. Tindak lanjut rekomendasi hasil audit dan review lainnya harus segera diselesaikan dan dilaksanakan sesuai dengan mekanisme penyelesaian rekomendasi hasil audit dan review lainnya yang ditetapkan.


D. Tangung Jawab Pelaksanaan SPIP
Tanggungjawab pelaksanaan sistem pengendalian internal terletak pada manajemen. Dalam organisasi pemerintahan, menteri/pimpinan lembaga, gubernur, dan bupati, walikota bertanggung jawab atas efektivitas penyelenggaraan Sistem Pengendalian Intern di lingkungan masing-masing. Untuk memperkuat dan menunjang efektivitas Sistem Pengendalian Intern dilakukan melalui dua hal, yaitu: 
1. Pengawasan intern atas penyelenggaraan tugas dan fungsi Instansi Pemerintah termasuk akuntabilitas keuangan negara, dan
2. pembinaan penyelenggaraan SPIP.

Aparat pengawasan intern pemerintah melakukan pengawasan intern melalui:
1. Audit.
2. Review.
3. Evaluasi.
4. Pemantauan.
5. Kegiatan pengawasan lainnya.

Aparat Pengawasan Pemerintah (APIP) terdiri atas:
1. BPKP
2. Inspektorat Jenderal atau nama lain yang secara fungsional melaksanakar pengawasan intern,
3. Inspektorat provinsi atau nama lain yang secara fungsional melaksanakan pengawasan intern di tingkat Pemerintah Provinsi, dan
4. Inspektorat Kabupaten/Kota atau nama lain yang secara fungsional melaksanakan pengawasan intern di tingkat Kabupaten/Kota.

BPKP melakukan pengawasan intern terhadap akuntabilitas keuangan negara atas kegiatar tertentu yang meliputi:
1. Kegiatan yang bersifat lintas sektoral,
2. Kegiatan kebendaharaan umum negara berdasarkan penetapan oleh Menteri Keuangan selaku Bendahara Umum Negara, dan
3. Kegiatan lain berdasarkan penugasan dari Presiden.

Inspektorat Jenderal atau nama lain yang secara fungsional melaksanakan pengawasan intern melakukan pengawasan terhadap seluruh kegiatan dalam rangka penyelenggaraan tugas dan fungsi kementerian negara/lembaga yang didanai dengan Anggaran Pendapatan dan Belanja Negara.


E. Rerangka Sistem Pengendalian Internal
Terdapat beberapa rerangka model pengembangan sistem pengendalian internal yang baik, antara lain menurut (Romney dan Steinbart, 2009):
1. Rerangka COBIT (Control Objective for Information and Related Technology)
Rerangka COBIT dikembangkan oleh The Information Systems Audit and Control Foundation (ISACF). COBIT merupakan suatu rerangka pengendalian teknologi informasi yang dapat diaplikasikan secara umum pada praktik pengendalian dan keamanan sistem informasi.
Rerangka COBIT menekankan pengendalian pada tiga dimensi, yaitu:
a. Tujuan organisasi, meliputi tujuh kategori: efektivitas, efisiensi, kerahasiaan, integritas, ketersediaan, kepatuhan terhadap peraturan perundangan yang disyaratkan, dan keandalan. 
b. Sumber daya Teknologi Informasi (IT resources), meliputi: orang, sistem aplikası, teknologi, fasilitas dan data.
c. Proses Teknologi Informasi (IT process), meliputi: perencanaan perolehan dan implementasi, pengiriman dan layanan pendukung, serta monitoring dan evaluasi.
2. Rerangka Pengendalian Internal COSO
The Committee of Sponsoring Organizations (COSO) adalah organisasi swasta yang terdiri dari:
· The American Accounting Association
· The AICPA
· The Institute of Internal Auditors
· The Institute of Management Accountants
· The Financial Executives Institute

Pada tahun 1992 COSO mengeluarkan ‘internal control - integrated framework’ yang menjelaskan tentang definisi pengendalian internal serta memberikan pedoman untuk mengevaluasi dan memperkuat sistem pengendalian internal.
Model pengendalian intern COSO memiliki 5 komponen utama, yaitu:
a. Lingkungan pengendalian (control environment).
b. Aktivitas pengendalian (control activities).
c. Penilaian risiko (risk asessment).
d. Informasi dan komunikasi.
e. Pemantauan (monitoring).

Sistem Pengendalian Internal Pemerintah (SPIP) yang diatur dalam PP No. 60 Tahun 2008 juga mengacu pada rerangka pengendalian internal COSO dengan menggunakan lim. unsur utama dalam sistem pengendalian internal.
3. Rerangka Enterprise Risk Management ( ERM)  COSO
Pada tahun 2001 atau sembilan tahun setelah COSO mengeluarkan model pertama pengendalian internal dengan lima unsur utama. COSO memulai menginvestigas bagaimana secara efektif mengidentifikasi, menghitung, dan mengelola risiko sehingga organisasi dapat memperbaiki proses manajemen risiko. Pada tahun 2004 COSO kemudian menghasilkan suatu dokumen untuk memperkuat tata kelola organisasi yang disebut Enterprise Risk Management - Integrated Framework (ERM). Enterprise risk management memperluas elemen-elemen pada rerangka sebelumnya yang berjumlah lima menjadi delapan. Enterprise risk management COSO memberikan fokus lebih luas pada manajemen risiko perusahaan.

Tujuannya adalah untuk mencapai seluruh tujuan rerangka pengendalian intern dan membantu organisasi.
Model pengendalian internal interprise risk management COSO memliki 8 komponen, yaitu:
a. Lingkungan internal (internal environment) 
b. Penetapan tujuan (objective setting)
c. Identifikasi peristiwa (event identification)
d. Penilaian risiko (risk assessment)
e. Respon risiko (risk response)
f. Aktivitas pengendalian (control activities)
g. Informasi dan komunikasi
h. Monitoring.




